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You're probably too busy getting the kinks out of your own supply chain to worry about your competitor's. 

But you should. 

Late in 1998, a bricks-and-mortar bookstore announced that it was buying its distributor. The news sent shock waves through the book industry, and, for the first time, Amazon.com felt truly threatened by its rival, Barnes & Noble. In response, Amazon and many small book dealers protested the move to the U.S. government. Fortunately for Amazon, the deal collapsed a few months later, when it became clear that the Federal Trade Commission was opposed the combination. 

Several months ago, search engines began to comb the Web for auction listings, in much the same way that portals such as Yahoo look for general information. eBay, which controls 70% of the auction market, considers its auction information its property. The company objected to the publication of its information and threatened legal action against the auction search engines. 

These two events illustrate the growing opportunities and threats presented in the new electronic business environment, the marketspace. This marketspace is characterized by the rapid growth of network relationships between firms and their suppliers, customers, allies, and competitors. In this environment, companies are radically altering the way business is conducted and relationships are formed. Traditional products, such as books, music, and services, are now sold in new ways through virtual alliances. And new business models, such as eBay's real-time global market for discrete goods, are created. 

Companies that understand the nature of the electronic marketspace will be able to build a web of value-creating relationships-their Value Web. (See the January/February 2000 issue, for an introduction to value web analysis (VWA).) 

But these opportunities are not one-sided. Easy access to information and the rapid proliferation of complex networks not only create value, but they also create new vulnerabilities. Some companies will go beyond simply developing their own value web, they will learn how to identify and exploit weaknesses in their competitor's value webs. These companies will be able to attack, either disrupting or destroying, their competitors' business models. 

More than any other time in business history, companies will need to become proficient in corporate warfare. 

Corporate Warfare and the Value Web 

The business press and business schools devote a good deal of attention to corporate warfare, but current business theories and methods of analysis can come up short when applied to real business situations. The tools of the old economy, such as value chain and value system analysis, financial analysis, and industry analysis, are fine for analysis of the traditional, relatively static industries, but are inadequate to understand the competitive dynamics in a rapidly changing, uncertain environment. Given the opportunities and dangers present in the electronic marketspace, we need new tools and practical theories. 

Corporate warfare can be defined as the conflict between two or more companies within the value web. Companies will use three major operational strategies to engage in corporate warfare: development, defense, and attack. These are "operational" strategies and are distinct from corporate strategy. Corporate strategy sets the company's vision and overall long-term direction. Operational strategy is used to develop the company's medium-term plans for exploiting environmental opportunities that support the overall corporate strategy. 

Many companies adopt the first two operational strategies, development and defense, as part of their normal growth and improvement activities. Development strategies are those that build a company's internal and external network relationships. They are used to improve operating efficiency within an organization and among its network of allies, suppliers, and customers. Companies gain these efficiencies by acquiring important resources or eliminating unneeded resources, organizing and controlling resources, and improving efficiency of resource usage. 

Companies' defense strategies protect the same network. These strategies aim to prevent the loss or damage of resources by concealing vulnerabilities or protecting assets through security measures, such as vertical integration, joint-venture formation, strategic alliances, and legal action. A successful protection strategy may buy the company enough time to prepare for a competitor's attack, or it may cause the competitor to expend significant resources in an attack. While a suitably motivated aggressor can overcome any defense, a defender given enough time and resources can make it very expensive for the attacker. The best protection strategies include a simultaneous counterattack on the competitor. 

Attack strategies are used to disrupt, deny, destroy, or otherwise harm competitors and their networks Of allies, suppliers, and customers. Disruption delays the opponent's use of resources; denial prevents competitors' use or acquisition of key resources; destruction renders the target unusable or worthless. By using these strategies, a company may be able to delay the competition or increase the competitor's costs for a period of time. Taken together, the three operational strategies provide the means for a company to strengthen its value web and weaken its competitor's value web. 

It is important to note that companies may use these operational strategies without realizing all of their potential benefits or even without intending any of these results to occur. But these side effects are very important. Companies should work to understand how their actions will be perceived and what reactions are likely. Equally important, they should be prepared to defend against operational strategies competitors and others in the environment might adopt. The operational strategy framework provides a way for companies to assess the impact of their actions on themselves and their value web. 

Targeting the Value in the Value Web 

To use the operational strategies effectively, companies must first determine what is worth attacking, defending, or developing in the value web. To do this, they can use a tool called resource analysis (RA) to examine the four major types of resources that are potential targets for the operational strategies: products, information, financial capital, and human capital. 

Products are the physical goods that companies buy, make, sell, or trade. In the marketspace, this definition can be extended to cover electronic or information-based products. Information is the data and knowledge companies use in the conduct of business. The high value of information is obvious in those businesses that have turned information into products. Financial capital is the money used to drive business. Many business activities are reduced, at some level, to the flows of financial capital. As such, it represents the common denominator and key measurement system of all the other resources. Human capital is comprised of the skills and capabilities of the people who staff and manage companies. These are the people who create or destroy value by manipulating products, information, and money. 

Companies accumulate stocks of the four resources in various ways, depending on their business objectives. And they transfer these resources between various groups in the value web, both internally and externally. These transfers are called flows. Finally, activities within each company may transform one type of resource into another type. For example, a company may spend money (financial capital) to hire a programmer (human capital) in order to develop an information database (information) that it can sell to a customer (product). 

The location and use of the four resources within the value web can indicate which elements of the value web make good targets. A company that wants to use one of the operational strategies should identify, within the value web, the key stocks and flows of products, information, financial capital, and human capital. Then, it must evaluate each resource for its target potential using three major criteria: value, opportunity, and capability. The resource's value must be greater than the cost expended to acquire, defend, or attack it. The company must also have the opportunity to affect the resource and the capability to exploit the opportunity. 

Taken together, the operational strategies and resource analysis yield the operational strategies matrix (OSM). This matrix, with the three operational strategies on the left and the four resources across the top, is a tool that organizes and categorizes the strategic opportunities in the value web. The opportunities the OSM reveals are unique to each value web, though certain types of opportunities, or techniques, can be stated generally. Figure I highlights some general techniques that a company can consider. 

These general techniques often overlap. For example, companies can use a single technique to attack a competitor and, simultaneously, to defend and develop their own resources. These multi-purpose techniques provide an efficient way to create value or attack a competitor in the value web. One multi-purpose technique is the combination of denial and acquisition. For example, had Barnes & Noble been able to acquire its distributor, Ingram, it would have secured its supply of books. Simultaneously, it would have had the potential to threaten Amazon's book supply, at least for a short time. 
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Note that although the figure outlines general techniques that have broad applications, it does not offer an exhaustive list of techniques. Nor are the techniques listed appropriate for every company or every situation. Companies must develop operational strategies matrix as needed for each specific Value Web. 

Attacking the Supply Chain 

The application of offensive operational strategy that is easiest to understand is attacking a competitor's extended distribution and supplier network, or supply chain. Traditionally, supply chains consist of the flows of products and certain types of information that move from the company to the customer. In the case of e-commerce companies, information flows often replace traditional product flows. The multidirectional flow of information and products in the value web presents numerous opportunities for attacking a competitor's supply chains. Unfortunately (or fortunately, depending on your perspective), many companies overlook opportunities to do this. 

Military history is replete with examples of one army attacking, or interdicting, another army's supply lines, production bases, and transportation networks. This military activity provides a framework for understanding the advantages that can be gained by attacking a competitor's supply chains. Such supply chain attacks in corporate warfare can be called supply chain interdiction. 

Although supply chain interdiction could be a potent competitive weapon, few companies consciously use it. Most firms find it easier to focus narrowly on their own supply chains-they have more control over them and can more easily measure how their actions affect them. And, in some cases, companies have so many problems with their own supply chains that they are unable to focus on their competitors'. Moreover, a company may not understand the weaknesses in its competitors' supply chain relationships. Therefore, many supply chain interdictions are the unintended result of actions unrelated to the competitor's supply chain. A company must be highly motivated, analytical, and action-oriented to consciously use supply chain interdiction. 

Supply Chain Interdiction in the Bot Wars 

eBay is currently engaged in the "Bot Wars," a conflict with search engines (called "bots") over information ownership rights on the Web--specifically, eBay@s auction listings. An analysis of eBay offers useful examples of how the strategist can identify opportunities and weaknesses in a value web and then formulate plans to attack them. 

Step 1: Develop eBay's Value Web. Begin by developing eBay's Value Web. This four-step process consists of: 

1. Collect information on eBay's business model. This information can be found in a number of publicly available sources, such as SEC filings, and private sources such as research or competitive intelligence firms. 

2. Determine which activities are internal and external to eBay. These activities form the basis of eBay's business model and contribute to the value that it adds to customers. These activities are called the value cluster. 

3. Identify eBay's customers, suppliers, competitors, and complementors. These are the key players in eBay's environment. They can help eBay create value or, in the case of competitors, contribute to its destruction. 

4. Create the value -web by showing the linkages between each group. The linkages represent key relationships within the Value Web and form the basis for understanding the critical resource flows in the Resource Analysis section. (This process is described in detail in the January/ February 2000 issue of IBS.)-- 

Step 2: Identify Opportunities and Weaknesses in eBay's Value Web. Begin by identifying the critical resource flows. The flows of obvious importance are the auction listings from customers to auction houses and payments from sellers to the auction houses. Other groups in the value web provide important resources, but few are as critical. For example, it may be possible to replace an escrow service, but auction listings are an absolute requirement for business. It is also worth noting that information, in the form of auction listings, and cash accumulate within eBay. Employees are also valuable assets. We note all of these resources on the value web. 

Next, reduce the complexity of the value web by keeping those groups that have the highest value resources. Of course, one can argue that all four resources are present in all parts of the value web to varying degrees. However, we are interested only in identifying significant opportunities or weaknesses, not every weakness or opportunity. Thorough analysis and good judgment are required. 

In eBay's case, we can remove the suppliers and complementors. These groups are still important and may even be valuable targets in some cases, but it is very difficult to focus on everything at once. Simplify the value web by using a set of logical filters to maximize your chances of identifying the highest value targets. This leaves us with a simplified Value Web that shows the critical resource. 

Finally, evaluate the resources on the basis of value, opportunity, and capability to determine which ones present themselves as the highest value targets. Since this is an example of attack operational strategy, we will evaluate the resources from the perspective of an eBay competitor. 
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Figure 2. eBay’s value web.




The flow of money and information from customers to auction houses is clearly valuable in the auction business. The opportunity exists for competitors to compete for these flows. Unfortunately, because the competitors have weaker brand images than eBay, they are probably not capable of taking very much of the listings flow. However, the stock of resources within eBay holds promise. A rival might be able to lure valuable employees away from eBay. But this strategy is unlikely to produce dramatic results. Information, in the form of eBay's auction listings, is the one resource that seems to be extremely valuable. Furthermore, this information is openly published. It is easy for search engines to find and report it. This makes eBay's auction listings the perfect target for an attack operational strategy. Figure 3 shows eBay's simplified value web with resource analysis. 

Step 3: Planning and Executing the Operational Strategy. Now that we have determined the most likely target, we have to plan the attack. In this case, a search engine, or bot, programmed to seek out auction sites can readily find eBay's auction listing information. Furthermore, the legal protection offered information on the Internet is in question, since search engines have historically posted other sites' information. Acquiring eBay's auction listings enhances eBay@s competitors' offerings, and it simultaneously is an attack of eBay. 

Next, it is useful to consider eBay's likely response. It might ignore the ploy, hoping the additional traffic will benefit eBay. It could also protest the attack and initiate legal action against its competitor. On the technological side, eBay could try to stop the competitors' bots from searching the site. 

[image: image3.png]Complementors

Shipping
Services

o 0 Customers

Banks and
Credit Cards

Search
Engines
Traffic

Yahoo
Internet
Traffic

Yahoo
Auctions

e Financial Capital

Competitors

eBay Primarily Competes for These Flows

Figure 3. eBay’s simplified value web with resource analysis.



Finally, eBay could try to negotiate with some competitors, sharing the listings for a price. 

Although eBay gets additional exposure for its listings, it might not want the exposure. One of the elements in eBay's value web is online community building. eBay argues that its users are deprived of the full eBay experience when other companies post its auction listings. More likely, eBay thinks it is loosing out on part of the revenue related to site traffic origin and the time buyers would have spent at eBay's site. Furthermore, eBay is probably not anxious to help competitors improve their brand reputations by giving them a free ride on eBay's offerings. eBay probably feels that its information supply chain has been interdicted. 

Corporate Warfare in Practice 

Operational strategies, the value web, resource analysis, and supply chain interdiction are tools companies can use to create value for themselves and to destroy or disrupt their competitors. These are powerful tools and must be used carefully and ethically in corporate warfare. 

However, no company should focus on operational strategy at the expense of the other levels of strategy. While operational strategy is critically important to an organization, it is not enough to ensure profitability and growth in the long term. Operational strategies only make sense in the context of sound corporate strategy-making and execution. 

Finally, companies should consider how their competitors are likely to react to their choice of operational strategies, especially attack strategies. Most companies object strongly to perceived attacks and will resist to the best of their ability. But, when well used, these strategies provide a means to exploit the opportunities in the value web. Those companies that master operational strategy and supply chain interdiction methods will be formidable opponents in the game of corporate warfare. * 
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