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ACROSS

2 Internal security
4 A collection of connected, infected devices
8 Needs a host and user involvement to

activate or replicate
9 Malware that waits for a particular event,

such as a specific date, before activating
13 A hacker who carries out criminal acts
15 The physiological and psychological

reaction we have when our digital
technology doesn't do what we want it to
do.

16 A fake wireless network
17 Fraudulent emails that attempt to gain

someone’s username, password or
other credentials

18 A type of malware that will lock or
password protect files on your hard drive,
and demand payment, often in
cryptocurrency, for their release

19 The DOS command mentioned in class
that will show all active connections to
your machine

20 One name for a device infected with
malware that allows for remote
manipulation or access

DOWN

1 This was named after Alan Turing
3 is capable of replicating and transmitting

on its own
5 Malware that is part of the design of

another program (as opposed to attached
to it)

6 These costs comprise one hundred
percent of the expense for creating a
digital good

7 Whether technical or otherwise, this term
involves all aspects of evidence and its care

10 A type of security that attempts to deter
someone from attempting a crime

11 External security
12 A hacker who breaks into systems for

legitimate purposes
14 Can be a program or physical device that

traces everything you type
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