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Project Summary

● The final goal of CareDex: enable the resilience of the senior care elderly 

population during a disaster.

● In this project:
○ We create simulated dynamic information about residents’ occupancy of each room that 

changes over time for a day.

○ We create simulated static data (name, date of birth, room number, etc.) stored in a structural 

database that first responders can easily retrieve. 

○ We use Grafana to demonstrate the occupancy in the floor plan with our simulated data.
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Related Works

● Sensors used for monitoring Activities of Daily Living in the recent 
researches (visual sensors, ambient sensors, wearable sensors, or the fusion 
of sensors). 
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Specifying the borders of a Walnut Village in the map 
implemented in Tippers
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Adding our floor plan and specifying the border of each 
room to the Tippers
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Adding the first floor plan of Walnut Village with a few 
sensors (Wifis) in Tippers
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Occupancy Table (PostgreSQL)
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Other Attributes 

- Resident's photo
- Telephone number
- Weight
- Emergency contacts
- Walking Assist
- Transferring Assist
- etc..

Residents 
Table 

(PostgreSQL)
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● Classify residents based on their needs (Maximum - Moderate or 
Minimum Assistance)

● Get resident’s current location (in real-time)

● Resident’s most recent ADL

Some Useful Queries
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CareDex Dashboard (Last 5 minutes)
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CareDex Dashboard (Last 30 minutes)
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HIPAA (Health Insurance Portability and Accountability Act): standards for the electronic exchange, 
privacy, and security of medical information.

● Privacy: What information is shared? Who has access to confidential medical records.

● Security:How is data stored?  Is data encrypted? What data breach mitigations are implemented? Notifications of potential data 

breaches. 

○ Encryption: Protected Health Information (PHI) must be encrypted at rest and in transit (data must be stored on encrypted 

volumes and transmitted over TLS/SSL).

○ Audit Logging: HIPAA compliant databases must log queries and all accesses to PHI to detect potential malicious activity.

● Backup and Disaster Recovery: HIPAA requires that organizations implement backups in case of a service outage.

Future works: HIPAA and Responders’ Access to 
Information
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